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In accordance with the reporting requirements established in the Privacy Act of 1974, as
amended by the Computer Matching and Privacy Protection Act of 1988, and Office of
Management and Budget Circular No. A-108, “Federal Agency Responsibilities for Review,
Reporting, and Publication under the Privacy Act,” dated December 23, 2016, the following is
provided:

a. Current information about the composition of the Data Integrity Board, including:

(1) a list of the names and positions of the members of the Data Integrity Board;

(2) the name and contact information of the Data Integrity Board’s secretary,; and

(3) any changes in membership or structure of the Data Integrity Board that
occurred during the year.

Defense Data Integrity Board Chair:

Ms. Joo Chung
Assistant to the Secretary of Defense for Privacy, Civil Liberties, and Transparency
Senior Agency Official for Privacy

Defense Data Integrity Board Executive Secretary:
Ms. Lyn Kirby
Director for Privacy, Civil Liberties, and Freedom of Information
Office of the Assistant to the Secretary of Defense
for Privacy, Civil Liberties, and Transparency
4800 Mark Center Drive
Mailbox #24
Alexandria, VA 22350-1700
E-mail: lyn.mkirby.civ@mail.mil

Defense Data Integrity Board Members:
Ms. Joyce Luton

Department of the Army

Director, Records Management Directorate

Mr. Danny Cain
Department of the Navy
Office of the Chief Information Officer

Cybersecurity and Privacy, Privacy Lead

Mr. James Bishop
Department of the Air Force
Chief Information Security Officer




Mr. Rodolph Morrison
Office of the Secretary of Defense
Office of the DoD Chief Information Officer
Deputy DoD Records Officer

Mr. Erik Ablin
Office of the Secretary of Defense
DoD Office of the General Counsel
Associate Deputy General Counsel

Mr. Sam Yousefzadeh
Office of the Secretary of Defense
Defense Manpower Data Center
Acting Director

Mr. Paul Hadjivane (Advisory Capacity Only)
Office of the Secretary of Defense
Office of Inspector General
General Counsel

There were two changes to the Data Integrity Board in 2022: the members
representing the Air Force and the Defense Manpower Data Center changed.

. A list of each matching program in which the agency participated during the year.
For each matching program, the report shall include:

(1) A brief description of the matching program, including the names of all
participating Federal and non-Federal agencies,

See Appendix A.

(2) The links to the matching notices and matching agreements posted on the
agency’s website at:

https://dpcld.defense.gov/privacy/matching-agreements

(3) An account of whether the agency has fully adhered to the terms of the matching
agreement.

The DoD periodically reviewed the agreements to ensure compliance and to
determine whether a renewal or re-establishment was necessary. CMA #19 lapsed in
2022 and is currently being re-established. There was also a short lapse between the
prior renewal term for CMA #87 and the existing re-establishment of CMA #87. The
Defense Manpower Data Center and the Data Integrity Board verified that no
matching activity occurred during the lapse of either agreement.



On CMA #86 data was sent by a State public assistance agency via encrypted email to
DMDC-authorized recipients rather than via secure portal. The incident was
mitigated and data sharing processes were reaffirmed.

(4) An account of whether all disclosures of agency records for use in the matching
program continue to be justified.

The DoD reviews each matching agreement upon establishment and renewal to ensure
only disclosures of Privacy Act-covered records that are necessary to the matching
agreement occur. For all external disclosures, DoD ensures appropriate routine uses
are in place and maintains an accurate method for accounting of disclosures.

(5) An indication of whether a cost-benefit analysis was performed, the results of the
cost-benefit analysis, and an explanation of why the agency proceeded with any
matching program for which the results of the cost-benefit analysis did not
demonstrate that the program is likely to be cost effective.

A cost-benefit analysis was performed for each of the matching programs, and all
were favorable or resulted in a conclusion that the match was nonetheless justified.
See Appendix A and the response to section ¢ below.

For each matching program for which the Data Integrity Board waived the
requirement for a cost-benefit analysis, the reasons for the waiver.

None. A cost-benefit analysis was performed for all matching programs. In one case,
the requirement of a cost-benefit analysis showing the matching program as likely to
be cost-effective was waived for CMA #18 because the program nonetheless resulted
in efficient and accurate consumer eligibility determinations, substantially reduced
administrative burdens, provided significant benefit to the public by determining
benefit eligibility more quickly while minimizing consumer burden, increased public
trust in participating agencies, and improved overall health care delivery.

A description of any matching agreement that the Data Integrity Board disapproved
and the reasons for the disapproval.

None. No agreements were disapproved by the Data Integrity Board.

A description of any violations of matching agreements that have been alleged or
identified, and a discussion of any action taken in response.

None (aside from incident noted in response b.3 above for CMA #86 concerning an
encrypted email transmitted outside of the normal transmission channel). Non-
significant changes and clarifications may be noted in renewal agreements.























